
Digital Artwork Sale Shows 
Blockchain Gaining Pace as 
Authentication Tool

An art piece created by digital artist 
Beeple was recently sold at a Christie’s 
online auction for $69.3 million. The 
price was a new high for an artwork that 
exists only digitally.

Billed by the auction house as ‘a unique 
work in the history of digital art’, ‘Everydays 
– The First 5000 Days’ is a collage of all the 
images that Beeple has been posting online 
each day since 2007, reports the New 
York Times.

The piece was created and sold through 
the ‘minting’ of a non-fungible token, 
or NFT. Non-fungible basically refers to 
something that is unique and that cannot 
be replaced with something else (such as 
an original work of art).

An NFT is a code representing a unique 
piece of digital artwork. When the artwork 
is auctioned o�, what is actually being 
auctioned is the NFT, which acts as a digital 
key for ‘unlocking’ the digital storage of 
the art.

The artwork itself is stored on a server, 
such as the one belonging to Christie’s 
or Beeple, so the buyer doesn’t really 
‘receive’ the art to ‘hang’ on his virtual 
‘wall’ (although buyers of NFTs have started 
to display the art through special display 
devices like monitors or digital art frames).

Following the sale, the NFT is recorded as 
a blockchain, a digital distributed ledger 
(much like a decentralised database) that 
provides buyers with irrefutable proof of 
ownership and acts as a robust platform 
for authenticating and securing large-
value transactions.

At a very high level, most NFTs are 
part of the Ethereum blockchain, 
explains The Verge website. Ethereum 
is a cryptocurrency, like bitcoin, but its 
blockchain also supports these NFTs, 
which store extra information that makes 
them work di�erently from, say, an 
Ethereum coin.

Security is 
More Than 
Skin-Deep
An imaging technique developed 
for medical applications could be 
repurposed as a speedy way to 
verify travel documents, according to 
UK researchers.

Optical coherence tomography (OCT) is 
an imaging technique that uses low-
coherence light to capture micrometre-
resolution, two- and three-dimensional 
images from within optical scattering 
media such as biological tissue. It is 
normally used for medical imaging and 
industrial non-destructive testing (NDT), 
but now a team at Kent University in the 
UK is working on a system that could use 
OCT to distinguish between a genuine 
and counterfeit document in as little as 
10 seconds.

The team used OCT scans to examine 
multi-layered travel documents like 
passports and ID cards to look for the 
security features embedded within them. 
Importantly, the scan can be carried 
out without damaging the document 
because OCT allows sub-surface 
imaging of translucent structures to 
non-destructively visualise embedded 
security features.

‘Although more secure than their 
predecessors, the latest generation of 
identity documents manufactured using 
polycarbonate layers remain susceptible 
to counterfeiting,’ according to Robert 
Green, one of the scientists behind 
the work.

‘Fraudsters tend to adopt tactics such 
as copying paper or polycarbonate, 
reproducing documents and hologram 
images using sophisticated computer 
technology before re-laminating,’ 
he added.
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Nanotech Launches 
LiveOptik PROTECT 
Security Foil
Nanotech Security Corp, developers 
of secure and visually memorable 
nano-optic security features for the 
government, banknote and brand 
protection sectors, has announced 
the launch of LiveOptik™ PROTECT– a 
security foil designed specifically for the 
brand protection industry.

According to the company, LiveOptik 
PROTECT foil features a seamless, uniquely 
secure, photorealistic lock design that 
engages consumers while protecting the 
brand. The security foil has been designed 
with input from channel partners and is 
o�ered as an in-stock wallpaper design in 
a bulk roll format. Channel partners can 
easily convert the foils into various finished 
o�erings and market them directly to 
their customer base. Custom designs are 
also available.

Containing up to 16 million distinct colours, 
LiveOptik PROTECT images are based on 
Nanotech’s LiveOptik™ platform, a patented 
visual technology that utilises nano-optics 
one tenth the size of traditional holographic 
structures to create next generation overt 
security features. In addition to multi-colour, 
the e�ects include 3D depth, movement, 
image and on-o� switches without the need 
for inks or dyes. 

‘Our new LiveOptik PROTECT security foil 
was designed with direct input from some 
of the brand market’s leading authorities’, 
commented Nanotech President and CEO 
Troy Bullock. ‘Its vivid image switch e�ect 
provides unparalleled security for companies 
looking to protect their brand and the bulk 
roll format enables channel partners to 
seamlessly add LiveOptik PROTECT foil to 
their customer o�erings. Initial discussions 
with channel partners are very encouraging 
and we anticipate orders this year.’

The security foil is broadly supported 
across a wide range of material substrates 
and application processes, including 
overprinting, high-strength adhesives, 
and tamper-evident materials. LiveOptik 
PROTECT was intentionally designed for 
easy integration and maximum flexibility, 
says Nanotech. It is also highly durable 
with chemical resistance, delamination 
resistance, water resistance, and 
scu� resistance.

To support the launch of LiveOptik 
PROTECT, Nanotech has published a 
White Paper entitled ‘Using Nano-Optics 
to Create a New Highly Secure Brand 
Protection Solution’. The White Paper can 
be downloaded here. Alternately, contact 
info@nanosecurity.ca. 
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US Anti-Counterfeiting Legislation 
Brought Back to the Table 
US lawmakers have reintroduced 
legislation intended to fight the sale of 
counterfeit and stolen goods online, 
that wasn't able to get onto the statute 
during the Trump presidency.

With a new administration now in o�ce, 
the INFORM Consumers Act has been 
tabled again and, if passed, would make it 
mandatory for any online retail platform that 
allows third-party sellers – such as Amazon, 
eBay or Alibaba – to authenticate the 
identity of high-volume third-party sellers.

These are defined as vendors who have 
made 200 or more discrete sales in a 
12-month period amounting to $5,000 
or more.

If passed, sellers on e-commerce platforms 
would be required to disclose basic 
information, including their government 
ID, tax ID, bank account information, and 

contact details. Third party marketplaces 
would also need to supply a hotline to allow 
customers to report any suspicious activity.

In statement, Sen. Dick Durbin, one 
of those introducing the bipartisan bill, 
said that ‘people deserve to know basic 
information about those who sell them 
consumer products online. Our bill ensures 
a baseline level of transparency for online 
marketplaces, where currently it may be 
di�cult to know who third-party sellers are 
and how to contact them.’

Also commenting on the reintroduction 
of the bill, the Transnational Alliance to 
Combat Illicit Trade (TRACIT) and Buy 
Safe America Coalition campaigns said 
that it is time to move beyond voluntary 
approaches toward a more comprehensive 
means to assuring a safe environment for 
e-commerce, backed up by legislation.


